
 

 

A2N (ACCESS 2 NETWORKS), 22-5250 Satellite Drive, Mississauga, ON., L4W 5G5, O-905.795.1711, TOLL-1-877.687.8787, INFO@A2N.NET 

JOB POSTING:  IT Security Assessor 

 Vulnerability Assessments 

 Web Application & Penetration Testing 

 Strong Report & Presentation Skills 
 

A2N is seeking an IT Security Assessor to be a part of our Assessment Services Team. The candidate will 
be responsible for a variety of information security assessment engagements, including: web application 
assessments, penetration testing, vulnerability assessment, wireless assessments, network/security 
assessments and threat/risk assessments. The candidate must have strong written, verbal communication 
and presentation skills and be comfortable working with customers, management, technical staff, and 
external vendors. 

Reporting Relationship:   

 This position reports to the President 

Qualifications:   

 Minimum 4 years in the IT security arena with a demonstrated track record. 

 The ability to think laterally and solve problems in unique ways. 

 Strong knowledge of attacker tools, exploit techniques and assessment procedures. 

 Strong understanding of networking, operating systems and server technologies. 

 Strong desire to research and remain current in the latest exploits and penetration testing 
strategies. 

 Good understanding of security compliance and testing frameworks (e.g. PCI, NIST, OWASP) 

 Good understanding of common business applications (e.g. content management systems, 
application servers, databases, etc.) and how to leverage them in an assessment. 

 Ability to relate work to the business, understanding the impact to business processes, not just 
technical impact. 

 Ability to remain calm and methodical under pressure. 

 Ability to work as part of a dynamic team while demonstrating flexibility, autonomy, and initiative. 

 Outstanding written, verbal and presentation skills; strong English language skills are a plus. 

 Industry certifications preferred: CISSP, CISA, CISM, CGEIT, CRISC, CCSK, PCI. 

 Personal vehicle required. 

 Local Ontario Police clearance mandatory 
 
Primary Responsibilities 

 Conduct vulnerability assessments & penetration testing against 3rd party environments. 

 Create logical & methodical assessment reports with strong recommendation and mitigation 
strategies.  

 Present report and assessment findings to customers. 

 Conduct PCI-ASV scanning. 

 Assist in customer vulnerability and gap mitigation strategies. 

 Adhere to strict industry principles and values 

 Stay current and utilize industry standards and best practices to drive improvements in overall Third 
Party security posture 

 Cross-train technical staff on assessment tactics and methods 

 
SEND RESUME TO: INFO@A2N.NET SUBJECT: JOB POSTING – PENTESTER/ASSESSOR 


